ESG Notes for 04-19-07

The ESG Plone website is: http://esg-pcmdi.llnl.gov. If you don’t have an account to edit the website, please e-mail Kyle Halliday at halliday1@llnl.gov

Steve’s Story Board:

Based upon AG discussions of the “Story Board” today and on March 15, the following is a list of the concepts that I think we agreed ought to be changed.  Please send in additions or corrections.  I (Steve) will use the resulting list to create a modified StoryBoard-version-2.0.

Changes:

· Eliminate the "preview" mode in the user interface, but support the idea that preview datasets may be created and should have special visibility

· Replace the term "experiment" with "model run"

· Improve upon the overly complex UI shown in slide 10 -- how to help the user understand the time periods, variables and time resolutions that are available from a given model run.  As well as the on-line/off-line status of files.

· Replace the current "Shopping Basket" in the Story Board with the notion of a "workspace" (a collection of datasets of interest to that user).

· Can also utilize the concept of a "Data Cart", which (already in ESG) is essential for the delivery of collections of individual files.  Potentially the data cart concept could be generalized to contain a "request queue" -- raw files, custom subsets, server-side calculations, etc.

· Agreed:  the choice of what operations should be performed server-side (on the data node) versus portal-side (on the gateway node) should be automated -- users should not be asked to make this determination.

Clarification: The MyESG concept came up again. We left the MyESG concept open for later discussion.

Security overview: Dan, Luca, Rashna (sp?), Frank – Discussed Architecture – MyProxy connection (direct connect or to have a intermediate layer). Agreement – better to have an abstraction in front of MyProxy for generalized purposes. It is not the OPeNDAP client that is contacting the abstraction layer, but the independent client. (This is what we agreed upon a year ago.) The client will pickup the certificate and passes it along. This working group will meet again next week on 4/24/07 @ 10:00 am Pacific Time to discuss the security architecture and any specific point that may have come up and to discuss the division of work. Single-Sign-On will be accepted. Question – How do we allow a user from PCMDI, NCAR, and Oakridge to obtain a certificate and then to access the OPeNDAP server?  Right now we have three different users DB for each institution. We have two possibilities at this point:

1. Intermediate service layer that is used to authenticate and authorize users – this layer will be queried with a username and password and then this layer will in turn query a service provider at each of the institutions (asking is this one of yours or one from another institution?). (This may be good for the sort term.)

2. Create one single DB somewhere (globally) and transfer all the user information there for all the institutions, then use this single user spool to issue credentials. The question here is  (would there a problem to transfer all of the user information for all three institutions into this common user DB that would be shared by all?). Everyone seemed to think this would not be a problem. (Lightweight credentials) 

We all agreed that we want to move towards having a unified user DB. So we went with the second option above. (NCAR and PCMDI agreed to this, but we didn’t hear from ORNL yet. We assume that there wouldn’t be a problem with this at ORNL. Dave, please chime in with your opinion.)

Possible discussion topics for next week’s AG agenda (4/26/07):

· Query/Browse/Request Services Working Group

· Metadata Working group

· Metadata Framework Working Group

· RDF/Triple Store discussion

· Portal Interface Working Group 

Best regards,


Dean

